Section II. Background (2 Possible Points)

Describe the symbolic value of the site as a highly recognized national or historic institution or significant institution within the community that renders the site as a possible target of violent attacks or hate crimes due to ideology, beliefs, or mission. (500 character max with spaces)


Describe any previous or existing role in responding to or recovering from violent attacks or hate crimes due to ideology, beliefs, or mission. (500 character max with spaces)




Section III. Risk (12 Possible Points)

Risk is defined as the product of three principal variables: Threat, Vulnerability, and Consequences. In the space below, describe specific findings from previously conducted risk assessments, including A) Threats, B) Vulnerabilities, and C) Potential Consequences of an attack.

A) Threat: In considering threat, the applicant should discuss the identification and substantiation of specific threats or attacks against the nonprofit organization or closely related organization by a terrorist organization, network, or cell. The applicant should also discuss findings from risk assessments, police findings, and/or insurance claims specific to the location being applied for including dates and specific threats. (2,200 character max with spaces)


B) Vulnerabilities: In considering vulnerabilities, the applicant should discuss the organization’s susceptibility to destruction, incapacitation, or exploitation by a terrorist attack. These should be consistent with the Vulnerability/Security Assessment. (2,200 character max with spaces)


C) Potential Consequences: In considering potential consequences, the applicant should discuss potential negative effects on the organization’s assets, system, and/or network if damaged, destroyed, or disrupted by a terrorist attack. (2200 character max with spaces)




Section IV. Target Hardening (14 Possible Points)

In this section, describe the proposed target hardening activity, including the total State funds requested, that addresses the identified threat or vulnerability. Allowable costs are focused on target hardening activities as well as planning-related costs, contracted security personnel, and security-related training courses and programs limited to the protection of critical infrastructure key resources, including physical and cyber-security, target hardening, and terrorism awareness/employee preparedness. Funding can also be used for the acquisition and installation of security equipment on real property (including buildings and improvements) owned or leased by the nonprofit organization, specifically in prevention of and/or in protection against the risk of a terrorist attack. (2,200 character max with spaces)



Section IV - Target Hardening Equipment
In this section, list all target hardening equipment being proposed.
	Quantity and Description of item(s) to be purchased

	Vulnerability to be Addressed

	Funding Requested


	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Section IV. Target Hardening (continued)
In this section, select Yes or No regarding applicable non-equipment related activities the organization plans to expend with grant funds. 


	Activity
	Description
	Cost

	Training

	
	

	Planning

	
	

	Management & Administration

	
	

	Construction

	
	

	Contracted Security Personnel

	
	






Section V. Milestones (4 Possible Points)
Provide description and associated key activities that lead to the milestone event over the CSNSGP period of performance. Start dates should reflect the start of the associated key activities and end dates should reflect when the milestone event will be completed. Applicants should provide no more than 10 milestones.


	
	Milestone
	Start Date
	Completion Date

	1
	
	
	

	2
	
	
	

	3
	
	
	

	4
	
	
	

	5
	
	
	

	6
	
	
	

	7
	
	
	

	8
	
	
	

	9
	
	
	

	10
	
	
	




Section VI. Impact (5 Possible Points)

Explain how the organization/facility will be safer at the end of the FY2021 CSNSGP period of performance. (2,200 characters max with spaces)
